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Abstract. In the related literature, conventional approaches to assessing 
security risk and prioritising bridges have focused on unique characteristics. 
Although the unique characteristics appropriately reflect the economic and 
social consequences of failure, they neglect the consequences of a bridge failure 
at the network level. If network owners and operators prioritise bridges solely 
based on their unique characteristics, bridges with low object-level importance 
and high network-level importance have very low chances to get priority. In 
this paper, a bridge importance measurement index α(e) has been presented, 
prioritising bridges based on their unique characteristics, location and network 
topology. To describe how to use this index α(e), three numerical examples were 
provided. While the first example was related to a simple hypothetical network, 
the second and third examples were real networks related to the bridges 
of Wroclaw city. Using these examples, the results of bridge prioritisation 
obtained in the unique-characteristics-only state were compared to the state in 
which α(e) had been used. Results showed that considering the location of the 
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bridge and the topological characteristics of the network change the bridges 
prioritisation. For instance, in the second example, it was observed that the use 
of the α(e), made bridge Bolesława Krzywoustego the essential bridge, while 
bridge Grunwaldzki was the essential bridge under the previous prioritisation 
made by researchers. However, the results of the third example showed that 
bridge Milenijny, which was considered the essential network bridge as stated in 
the previous prioritisation made by researchers, was again selected as the most 
critical bridge based on the α(e).

Keywords: bridge, disaster, resilience, security risk assessment, transportation 
network.

Introduction

Transportation infrastructures have been considered attractive 
targets for terrorists due to their accessibility and potential impact on 
human lives and economic activities (Yi et al., 2014). Bridges are the 
most vulnerable components of the transportation network (Garg et al., 
2020), and their failure due to destructive events leads to substantial 
economic and social consequences. Research works on the most 
important causes of bridge failure in different countries have shown that 
security threats such as terrorist attacks are as crucial as other threats 
(Diaz et al., 2009; Frangopol et al., 2010). 

Furthermore, research works have proved that the economic 
consequences of a large-scale terrorist attack could be as much as a 
severe earthquake or hurricane (on the order of $100 billion) (Al Kazimi 
& MacKenzie, 2016). Also, terrorist attacks of a smaller magnitude, such 
as the destruction of significant bridges, have cost estimates on par with 
less severe hurricanes (Al Kazimi & MacKenzie, 2016). For example, some 
researchers have estimated that an attack that destroys bridges over 
the Mississippi River or leads into Denver could lead to losses in the US 
economy of $17.8 billion (Richardson et al., 2014).

Their reliability against any terrorist attacks is increased by 
allocating financial resources and implementing countermeasures 
such as retrofit actions to prevent economic and social consequences 
of bridges failure. However, retrofitting all the bridges in the network 
is impossible (Williamson & Winget, 2005) because the cost of building 
bridges capable of resisting all possible potential blasts would be very 
high (Deng et al., 2016). Moreover, available financial resources are 
often significantly insufficient to cover all the bridges in the network. 
Therefore, network owners need to identify critical bridges through a 
proper security risk assessment and prioritisation. The risk assessment 
model and criteria used to identify and prioritise critical bridges 
significantly impact decision-making (Kučas, 2015; Macek & Mestanova, 
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2009). Changing the criteria used for ranking the network bridges lead 
to selecting different bridges to receive the financial resources.

In the related literature, conventional approaches to assessing 
security risk and prioritising bridges focus on criteria based on unique 
characteristics, such as geometric dimensions, transit traffic, symbolic 
importance, cost, and reconstruction time.

However, some literature has turned its attention to network-level 
characteristics and the concept of resilience. Although the unique 
characteristics appropriately reflect its economic and social failure 
consequences, they neglect them at the network level. In addition to 
unique characteristics, the bridge failure consequences are also related 
to its network-level characteristics. The mere use of indicators based 
on the unique characteristics of the bridge without considering the 
topological characteristics of the network and branch on which the 
bridge is located reduces the quality of decision making. It prevents the 
identification of real critical bridges.

In case of resource constraints in which a limited number of network 
bridges are allowed to be retrofitted, if network owners prioritise 
bridges only based on their unique characteristics, bridges with 
lower object-level importance and higher network-level importance 
have very low chances to get priority. This article aims to present an 
important measurement index α(e) for bridge security risk assessment 
and prioritisation, which prioritises bridges based on their unique 
characteristics and considering their location in the network and its 
effect on reducing the resilience network on which a bridge is located.

The remaining part of this paper is divided into five major sections 
and a conclusion section as follows:

1. background;
2. resilience concept and measures;
3. problem statement and objective;
4. importance measurement index;
5. numerical examples.
The first section gives a brief overview of security risk models, 

equations, and criteria used in other research work to identify critical 
bridges. The second section begins by explaining various definitions of 
the resilience concept. It then reviews and summarises research related 
to resilience and focuses on resource allocation to the bridge. Also, a 
brief overview of various metrics used to measure the resilience of 
transportation network are given at the end of this section. In the third 
section, a hypothetical example is provided to determine the research 
problem and research questions to describe the aim and objective of the 
study. The introduction and methodology of calculation of importance 
measurement index α(e) are available in the fourth section. In the fifth 
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section, three numerical examples are presented to compare differences 
in bridges prioritisation based on the unique-characteristics-only used 
in other research works and bridges prioritisation based on α(e). Finally, 
conclusions are drawn in the last section.

1. Background

Special attention has been paid in the literature to research security 
risk and man-made disasters (Garcia & von Winterfeldt, 2016; Rios & 
Insua, 2012; Zhang & Reniers, 2016). However, much of this research 
has focused on other assets, such as buildings, aeroplanes, chemical, 
and industrial facilities, and less has focused on bridges. For example, 
the US Federal Emergency Management Agency (FEMA) has published 
many different guidelines related to security risk assessment (Chipley 
et al., 2003, 2012; Chipley & Lasch, 2007; Hinman et al., 2003; Kennett et 
al., 2005; Krimgold, 2003; Smith et al., 2004), all of which have focused 
on assessing and managing security risks in a variety of buildings 
(residential, commercial, school, shelters and, safe rooms).

Risk assessment methods for mitigation decisions related to 
natural hazards are sufficiently well established. The application of 
these methods to non-natural hazards is relatively narrow. There is a 
shortage of well-established comprehensive procedures to determine 
how to allocate limited resources among bridges (Roberts et al., 2003). 
Some research related to bridge security risk has applied approaches 
presented for natural disasters to prioritise bridges (Roberts et al., 
2003). Other researchers have proposed separate models specific to 
man-made disasters. Table 1 lists these studies.

The research work mentioned in Table 1 presented different models 
for security risk assessment and prioritisation of network bridges. The 
general form of these models is as follows Equation (1):

 R O V I� � � . (1)
In Equation (1), the risk is defined as the multiplication of three 

parameters of occurrence (O), vulnerability (V), and the importance 
of the bridge (I) (Valeo et al., 2012). The occurrence factor (O) 
approximates the likelihood of an attack on the bridge and is usually 
expressed as a relative probability for different bridges (Roberts et al., 
2003). Some researchers have considered the vulnerability (V) and 
the importance of the bridge (I) to estimate this relative probability 
(Duchaczek & Skorupka, 2013, 2016; Issa, 2008; Nassif et al. 2006) 
so that meaningful and vulnerable bridges are attractive targets. 
The intelligence and strategic nature of man-made threats and the 
existence of a correlation between these three parameters have led 
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conventional approaches to estimate this probability to be criticised 
by some researchers (Brown & Cox, 2011; Cox, 2008; Greenberg et al., 
2012; National Research Council, 2010). They have suggested using Nash 
equilibrium to analyse this probability instead of considering a constant 
relative probability for different bridges. Nash equilibrium is a concept 
within game theory where the optimal outcome of a game is no incentive 
to deviate from the initial strategy (Feng et al., 2016).

Table 1. Research works related to bridges security risk assessment  
and attributes for identifying the critical bridge

Risk assessment equation;
reference Level Attributes for identifying the critical bridge

TBR I O Vj ij ij� � �� ��
�

�
�� ;

Ray, 2007

Among 
individual 

components 
of a single 

bridge

- structural importance;
- historical and symbolic importance;
- repair cost;
- time out of service;
- span ratio;
- span length.

BCI CI
F
CI

RF
i

i
CI

i

i

max

�
�

�

�
�

�

�

�
�

�

�

�
�

�

�

�
�

�
�1

8
1

8

;

Rummel et al., 2002

Among 
multiple 
bridges

- commerce importance − truck ADT in vpd;
- transportation needs importance −  

ADT in vpd, Detour length;
- connectivity importance − ADT in vpd, 

on the intersecting route, interstate 
intersection;

- navigational access importance −  
if the bridge requires a Coast Guard permit;

- international access importance − borders 
bridge;

- military movement importance −  
if the bridge is located on the Strategic 
Highway Network;

- replacement and repair importance − 
structural complexity and span length.

R w a a w cij
k

k
A

ij
k

ij
k

l
l
C
ij
kl� �

�
�
�

�

�

�
�

�

�

�
�

�

�

�
�
�

�

�

�
�
�� �

� �
1

6

1

3

1 2 ;

Li et al., 2016

Among 
individual 

components 
of a single 

bridge

- economic loss;
- time lost;
- social impact.
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Risk assessment equation;
reference Level Attributes for identifying the critical bridge

R p c� � ;
Duchaczek & Skorupka, 2016

Among 
multiple 
bridges

- traffic volume − ADT in vpd;
- length of the analysed span − bridges 

with spans longer than 30 m;
- construction material − wood, stone, 

concrete, reinforced concrete, and steel;
- spans construction − cable-stayed, 

suspended bridges, truss and beam bridges;
- access to the span bottom − height  

of the spans above water or land;
- bridge protection − distance from the city 

centre.

R
p c

p c
i

i i

i

n
i i

�
� �

�� 1

;

Duchaczek & Skorupka, 2013

Among 
multiple 
bridges

- maximum span length;
- number of lanes on the bridge;
- number of indirect pillars;
- traffic volume;
- alternative passage.

RS IF OF VFi i� ��� ��� ;
Roberts et al., 2003

Among 
individual 

components
of a single 

bridge

- historic and symbolic;
- replacement value;
- evacuation route;
- regional economy;
- transportation network;
- annual revenue;
- attached utilities;
- military route;
- exposed population.

R O V I� � � ;
Davis et al., 2017

Among 
multiple 
bridges

- the social and economic impact of bridge 
loss;

- the role played by the bridge in defence 
and security of the region, state and nation;

- average daily traffic in vpd;
- average daily traffic of heavy vehicles 

in vpd;
- distance to nearest detour;
- symbolic importance.
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Risk assessment equation;
reference Level Attributes for identifying the critical bridge

CS B x
cmax

� � � 100;

Smith et al., 2002

Among 
multiple 
assets 

(bridges)

- loss and damage consequences − casualty 
risk, environmental impact, replacement 
cost, replacement and downtime;

- consequences to public services − 
emergency response function, government 
continuity, military importance;

- consequences to the general public − 
available alternate, communication 
dependency, economic impact, functional 
importance;

- symbolic importance.

Risk severity matrix;
Leung et al., 2004

Among 
multiple 
bridges

- multidimensional at a national level;
- military operation impact;
- economic impact at a national level;
- impact on an evacuation route.

R O V I� � � ;
Issa, 2008; Valeo et al., 2012

Among 
multiple 
bridges

- near, or on route to a high-value target;
- over or near a chemical, refinery, 

or industrial facility;
- length of the longest span;
- annual average daily traffic in vpd;
- part of an evacuation route;
- culturally or historically significant.

Note: TBR− total bridge risk; j − individual bridge component; i − primary threat; Ij − importance 
of an individual component, j, to the bridge; Oij − a measure of the relative probability of a 
primary threat, i occurring against the given component, j; Vij − a measure of the relative vul-
nerability of the given component, j, given the occurrence of the primary threat, i; BCI − bridge 
critica lity index; CIj − importance criteria; FCIi − relative importance of criterion i to the other 
criteria; CIimax − the maximum value of criterion i among all bridges; RF − replacement factor; 
Rij − total risk score weighted by six attack methods; wk

A – weight of the possibility of diffe-
rent attack methods; cij

kl  – an indicator of comprehensive loss; aij
k1 – evaluation criteria for an 

indicator of attack convenience; aij
k2 evaluation criteria for an indicator of attack concealment; 

wl
C  – weight of indicator of comprehensive loss; R − risk of damage to the bridge structure; p − 

the probability of a terrorist attack on a bridge; c − a consequence of the destruction (damage); 
Ri − risk of terrorist attack occurrence at bridge i; pi − probability of destructing bridge i; ci − 
a consequence of destructing bridge i; RS − risk score; IF − importance factor; OFi − occurrence 
factor; VFi − vulnerability factor; RS − risk; I − importance; O − occurrence factor; V − vulne-
rability; CS(B) − bridge score coordinate; x − critical asset values; cmax − the maximum possible 
critica lity value.
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Some researchers have used multi-criteria approaches to determine 
the vulnerability of bridges (V) (Li et al., 2016; Valeo et al., 2012). 
However, some others have considered this parameter based on the 
probability of bridge failure in the case of a successful attack (Dillon 
et al., 2009; Ezell et al., 2010; Keeney & Von Winterfeldt, 2011). Also, to 
determine vulnerability, the fragility curve of a bridge has been used 
(Kim & Lee, 2020). As blasting is the most common attack mode, some 
studies have used the scaled distance (z) to measure the bridge fragility 
curve (Singh et al., 2020; Yu et al., 2018). It is worth mentioning that this 
paper only focuses on the criteria used to measure (I) and the methods 
of measuring (V) and (O) are out of the scope of this work.

The parameter of bridge importance (I) indicates the economic and 
social consequences of bridge failure (Issa, 2008; Roberts et al., 2003). 
Various criteria have been proposed to assess this parameter. Some of 
them are presented in the last column of Table 1. The criteria proposed 
in the reviewed research for determining the importance of the bridge 
mainly focused on the unique characteristics of the bridge, while the 
topological characteristics of the branch and network on which the 
bridge is located received less attention.

2. Resilience concept and measures

There are various definitions for resilience in different resources 
(Petersen et al., 2020). A general standard definition is a rapid return to 
the initial conditions after the disruptive event (Hosseini et al., 2016). 
Concerning the critical infrastructure, also a definition is presented by 
the National Infrastructure Advisory Council (2009) (NIAC), which has 
been accepted worldwide defines resilience as the ability to predict, 
absorb, adapt to and rapid exit and recover to the initial conditions 
against the probable disruptive events (Kameshwar et al., 2019). In the 
case of road infrastructures, resilience refers to the ability to deliver a 
particular service level even after an extreme event and recover their 
proper functionality as fast as possible (Giunta, 2017).

Furthermore, Bruneau et al. (2003) have introduced four different 
indices for the concept of resilience as follow:

1. robustness − ability to stand against significant events and crises 
and preserve a predefined and a specific level of service after an 
occurrence of the disasters;

2. redundancy − the ability of the elements and constituent 
components of a system in replacing and covering each other;

3. resourcefulness − the organisational power to apply disaster 
management including the ability to recognise and understand the 
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disaster and problem, the ability to prioritise the problems, the 
ability of planning and organising the human forces and financial 
resources after the disaster;

4. rapidity − returning to a specific and acceptable service level in a 
short time (Zhang & Wang, 2016).

Much research related to resilience has dealt mainly with resource 
allocation to the bridges to increase network resilience. This group of 
studies is classified into three categories in terms of the applied resource 
allocation strategy:

1. the research concentrated upon the pre-disaster period;
2. the research concentrated upon the post-disaster period;
3. the research concentrated simultaneously upon the pre and post-

disaster periods.
Table 2 shows some related research works agreeing to the 

classification mentioned above.

Table 2. Research works related to resilience and focuses on resource allocation 
to the bridges

Phase(s) General problem Reference

Risk mitigation,
preparedness

Selecting bridges 
to be retrofitted 
and optimising 
allocation of retrofit 
resources to bridges

Chang et al., 2012;
Dong et al., 2014;
Liu et al., 2009;
Lu et al., 2016;
Zhang & Wang, 2016.

Emergency 
response, 
recovery

Optimising post-
disaster bridge 
restoration sequence 
and optimising 
post-disaster repair 
strategies to minimise 
total costs

Bocchini & Frangopol, 2012a, 2012b;
Decò et al., 2013;
Frangopol & Bocchini, 2011;
Karamlou & Bocchini, 2014;
Li et al., 2019;
Liu et al., 2020;
Merschman et al., 2020;
Vugrin et al., 2014;
Zhang et al., 2017.

Mitigation,
preparedness,
response
and recovery

Optimising 
preparedness and 
recovery actions

Faturechi & Miller-Hooks, 2014;
Liao et al., 2018;
Zhang & Alipour, 2020;
Zhang et al., 2015, 2018.

Various indices have been introduced to measure network resilience. 
These metrics are generally classified into three groups:

1. topological metrics;
2. property-based metrics;
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3. performance-based metrics (Zhou et al., 2019).
In this paper, the topological metrics less discussed in the bridge 

security-related literature have been used. This group of metrics are 
generally based on properties of the network, such as the betweenness 
centrality or shortest path length. Table 3 depicts some of these metrics 
(Zhou et al., 2019).

Table 3. Some of the topological metrics to measure the transportation 
 network resilience

Reference Metrics Reference Metrics

Schintler 
et al., 2007

- network diameter
- average shortest 

paths

Testa, 2015 - average node degree;
- clustering coefficient;
- betweenness centrality;
- redundancy.

Berche 
et al., 2009 

- size of a giant 
component

- average shortest 
paths

Chopra 
et al., 2016

- degree assortativity; 
coefficient.

Osei-
Asamoah 
& Lownes, 

2014

- efficiency
- size of a giant 

component

Aydin et al., 
2018

- betweenness centrality;
- size of a giant 

component;
- efficiency.

Hartmann, 
2014

- backup capacity Zhang  
et al., 2015

- average degree;
- network diameter;
- cyclicity.

Liao et al., 
2018

- network 
connectivity

Note: by Zhou et al. (2019).

3. Problem statement and objective of the work

Figure 1 shows a hypothetical transportation network. As shown, 
this network has four bridges in different locations (B1, B2, B3, B4). The 
network owner intends to increase the reliability of bridges against 
possible terrorist attacks and minimise the economic and social 
consequences of the failure of the bridge through allocating financial 
resources. It is assumed that (O) and (V) factors are the same for all 
bridges, so the main factor for selecting a bridge as the target is the 
importance (I).
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Also, it is assumed that attackers be able to damage one bridge at 
most. The attacked bridge remains intact if the resources are allocated; 
otherwise, it completely collapses. Also, it is assumed that, due to limited 
financial resources, the network owners could only protect one of the 
four bridges through risk evaluation and prioritisation (Cox, 2009; Feng 
et al., 2016; Zhang & Ramirez-Marquez, 2013).

The above diagram in Figure 1 shows the relative score obtained 
from evaluating the importance of the bridges based on their unique 
characteristics (IUC). It is observed that bridge B2 has gained the highest 
importance score due to its unique characteristics (more replacement 
cost and replacement and downtime, more transit traffic, larger span, its 
symbolic value). If the location of the bridge in the network and network 
topology are disregarded, this bridge B2 is selected as the essential 
bridge by the owners.

However, bridge B3 is more central than other bridges in the 
network. The centrality of this bridge allows it to play a role in more 
communication routes. Therefore, the failure of this bridge compared 
to a bridge B2 causes more communication routes to be lost. Moreover, 
it is observed that if a bridge B3 collapses, the network divides into two 
completely separate parts. Because there are no alternative routes for 
this bridge (B3). But if bridge B2 collapses, there are two alternative 
routes for this bridge (B2), which are accessible until the route reopens.

The economic and social consequences of a bridge failure and its 
unique characteristics are also related to some of its characteristics 
at the network level. In case of resource constraints in which a limited 
number of network bridges are allowed to be retrofitted, if network 
owners prioritise bridges only based on their unique characteristics, 
a bridge with low object-level importance and high network-level 
importance has very low chances to get priority.

Figure 1. Importance score of bridges B1, B2, B3, and B4,  
based on their unique characteristics

IUC

0.23
0.42

0.26
0.09

B1
B2

B3
B4
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4. Importance measurement index a(e)

In this paper, an important measurement index α(e) has been 
presented, along with the unique characteristics of the compared 
bridges, it considers their location in the network and the network 
topology to decide on the importance of the bridge.

 � e f I e I e I eUC BCW IPW� � � � � � � � ��� ��, , . (2)

In the above relation (Equation (2) IUC is the measure of bridge 
importance based on its unique characteristics, IBCW indicates a 
bridge communication-related importance measure in normal service 
conditions (normal functionality aspect), and IIPW indicates a bridge 
communication-related importance measure in emergencies (resilience 
aspect). This paper assumed that IUC is calculated based on the criteria 
presented in previous research. Therefore, in the following, IBCW and IIPW 
indices and the way of their calculation have been explained.

4.1. Communication importance of bridge under normal 
conditions IBCW(e)

The basic function of transportation systems is to transfer traffic 
from a source node to a destination node (Zhang & Wang, 2016). Under 
normal circumstances, users of this system logically choose the shortest 
path between the source and destination nodes (Ramazani et al., 2011). 
Each path between network O–D pairs consists of one or more branches 
connected in series. Suppose a branch is located in a large number of 
short paths between different nodes. In that case, its communication 
importance increases under normal conditions since its removal affects 
many short paths generally used by network users.

The number of short paths associated with a branch is measured 
based on its betweenness centrality. Betweenness centrality is a 
standard topological measure in graph theory. It is calculable for both 
nodes and branches (Lu & Zhang, 2013). This index for branch (e), as 
shown in Equation (3) is the sum of the ratio of the number of short 
paths between nodes (i and j) that pass-through branch e(bij(e)) to the 
total number of short paths between nodes i, j, (bij) (Girvan & Newman, 
2002).

 I e
b e
bBCW

i j V

ij

ij
� � � � �

�
�
,

. (3)

Betweenness centrality is calculable for all network branches 
(with or without bridges). This paper presents a calculation of the 
betweenness centrality only for branches with bridges. Bridges with 
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a more significant betweenness centrality are critical because more 
shortest paths are lost if they collapse.

4.2. Communication importance of bridge 
in emergencies IIPW(e)

In comparing the importance of bridges, it is essential to consider 
the effects of their failure on both typical network communication 
performance and reduced network preparedness for emergency 
response. In this article, the preparedness of the network for emergency 
response was measured based on the number of independent pathways. 
More independent pathways in a network result in more network 
preparedness to deal with disruptive events. Two pathways between 
the same O–D pair are independent when they do not share any common 
road link or branch (Zhang & Wang, 2016). Figure 2 illustrates finding 
the number of independent paths in a network.

Figure 2. The process of finding the (TIPW)

Modeling the transportation 
network as graph

Start

End

Set the lengths of all edges are 1.

For i = 1,2,...n and all j = a,2,...n, j ≠ i 
Compose a node of pair (i, j)

Calculate total number 
of independent paths in the 

network (TIPW)

Recover all deleted edges

Search for the shortest path 
between nodes pair (i, j) using 

Dijkstra’s Algorithm

Delete all edges in the shortest 
path

Add 1 to the number of independent 
paths in the network

Is shortest 
path found?

Are all 
nodes pair 
computed?

Yes

Yes

No

No
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To calculate IIPW(e), the total number of network-independent paths 
(TIPW

0 ) is counted once based on the process shown in Figure 2. The 
studied branch (e) is then removed from the network, and the total 
number of independent paths of the network (TIPW

e ) is recounted. As 
stated in Equation (4) emergency importance of a branch (e) is equal to 
the number of reduced independent paths (∆TIPW ) due to the removal of 
that branch.

 I e T TIPW TIPW IPW IPW
e� � � � �� 0 . (4)

It is worth mentioning that the number of network-independent paths 
is not one of the common topological indicators in graph theory. It is a 
novel indicator presented for the first time by Ip & Wang (2011) and then 
developed by Zhang & Wang (2016).

It should also be noted that IIPW is directly related to the number of 
alternative routes of a bridge. However, it is quite different from the 
criteria related to the alternative route used in some studies previously 
mentioned in Table 1. For example, the distance to the nearest detour 
(Davis et al., 2017) or the criterion of the detour length (Rummel et al., 
2002) reflect the indirect economic impact of bridge failure and are 
irrelevant to resilience aspects of the network. It is worth mentioning 
that, in case of bridge failure, a longer route must be taken by drivers. 
Therefore, the operation cost of vehicles in the detour (Cop) as well 
as cost due to vehicle time loss (CTL) increase due to longer travel time 
for users (Banerjee et al., 2019). Some researchers have suggested 
the following relationships to estimate the indirect cost. In these 
relationships, the effect of increasing the alternative route length on 
indirect costs is well seen (Equations (5)−(6)):
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In the above relation (Equations (5)−(6)), Cop.car and Cop.truck are 
the average costs of operation of car and truck per kilometre length in  
USD/km, respectively, Dl is the detour length in km, ADT is the average 
daily traffic in vpd, and TRD is the average daily truck traffic ratio in 
per cent. Also, CAW, CATC and Cgood are average wage per hour in USD/h, 
average total compensation per hour in USD/h, and monetary value of 
time taken to transport goods in cargo in USD/h, respectively. Ocar and 
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Otruck are average vehicle occupancies for car and truck, respectively, 
l is the length of link in km, S is the average speed on detour in km/h, 
SD and S0 are average speeds on the damaged and intact bridge in km/h, 
respectively, and ADE is average daily traffic remaining on the bridge 
after the event in vpd. It should be noted that the economic analysis of 
bridge failure is out of the scope of this article.

Also, IIPW is different from the “lack of alternative route” criterion 
used in some studies (Duchaczek & Skorupka, 2016; Smith et al., 2002). 
In these research works, the lack of alternative routes increased the 
importance of a bridge. However, IIPW is a quantitative measure used to 
evaluate the level of communication performance for all bridges (with 
or without an alternative route). For example, in Figure 1, bridges B1, B2, 
and B4 have alternate routes. However, the failure of a bridge B4 further 
reduces the number of independent routes in the network. Under this 
index, any bridge that loses more independent routes due to its failure 
is more important. Failure of bridges with fewer or no alternative routes 
reduces network-independent pathways and is considered essential.

4.3. Calculation of bridge importance measurement 
index a(e)

To calculate α(e), values of IBCW and IIPW were first calculated using 
the relationships presented in the previous sections. It was also assumed 
that IUC had been calculated using the criteria presented in (Duchaczek & 
Skorupka, 2013, 2016). Then, the above indicators were combined, and a 
single index was considered to compare the failure consequences of each 
bridge.

The entropy method is a scientific and reasonable method to combine 
multiple subjective and objective factors (Guo et al., 2017). This method 
has also been used in the present research to consider the synthetic 
effects of different indicators. Therefore, an initial matrix was first 
established using Equation (7) for the whole network:

 r � �� ��rij m n,
. (7)

In Equation (7), rij is a standardised non-dimensional value of the ith 
index (IUC, IBCW, IIPW) in the jth bridge, m is the number of indexes affecting 
the importance, and n is the total number of bridges compared in the 
network. Because increasing all the three studied indexes promotes the 
importance of the bridge, so they were standardised as non-dimensional 
parameters using Equation (8): 

 r
r r

r rij
ij ij

ij ij

�
� � �
� � � � �
min

max min

. (8)
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Let Pij be the proportion of importance index i of bridge j (Equation 
(9)) (Guo et al., 2017):

 P
r

r
ij

ij

j

n
ij

�

��




1

.� (9)

Then, the entropy value of Pij was calculated using Equation (10) (Hsu 
& Lin, 2006).

 S
n

P Pi
j

n

ij ij� �
� � � �

�
�1

1
ln

ln . (10)

In particular, in Equation (10), it is assumed that, Pij ln(Pij) = 0 
when Pij = 0 (Guo et al., 2017). The smaller the value of Si, the less the 
importance of ith index. Therefore, the weight of each index affecting the 
importance is calculated using Equation (11): 
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. (11)

On the other hand, the weight of each index affecting the importance 
based on the judgment of decision-makers must be considered λi, so the 
final weight of each indicator is considered using Equation (12):

 �
� �

� �
i

i i

i

m
i i

�

��
1

. (12)

It should be noted that in this paper, the weight of each index 
affecting the importance based on the judgment of network owners was 
considered under Table 4:

Table 4. The considered weights for the indexes which affect the bridge 
importance

li
IIPW IBWC IUC

0.25 0.25 0.5

Finally, the importance measurement index α(e), was calculated using 
Equation (13):
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The Equation (13) for the indexes used in this article was rewritten 
as follows Equation (14):
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5. Numerical examples

In this section, three numerical examples have been presented 
to illustrate how α(e) is used. In these examples, results of bridges 
prioritisation in the unique-characteristics-only state are compared to 
those obtained in the case of using α(e). The first example was related to 
the hypothetical network presented in section 3.

Figure 3 shows the results of calculating α(e) for the four network 
bridges. In this example, it was also assumed that bridge B2 is more 
critical than other bridges based on its unique characteristics. However, 
based on the results obtained from using α(e), bridge B3 was selected as 
an essential bridge.

The second example was related to the prioritisation of four 
bridges (B1, B2, B3, and B5, as shown in Figure 4) that were studied 
in the Duchaczek and Skorupka (2016). Table 5 shows the unique 
characteristics of the Wroclaw city bridges.

Figure 3. The results of criteria used for importance ranking 
of the hypothetical bridge network

c) object-level importance

a) betweenness centrality

d) combined object and network-level 
importance

b) reduced independent paths
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Table 5. Unique characteristics of the Wroclaw city bridges*

Bridge 
name

Bridge 
code

Bridge 
protection

Traffic 
volume

Length 
of the ana-
lysed span, 

m

Construction 
material

Spans 
construction

Access 
to the 
span 

bottom

Bolesława 
Chrobrego B1 Poor Low 3 × 25 + 48 Reinforced

concrete Arch Very good

Bolesława 
Krzywous-

tego
B2 Good Heavy 3 × 21 Reinforced

concrete Beam Very good

Wła-
dysława 

Sikorskiego
B3 Good Heavy 2 × 46.5 Steel Truss Poor

Polanowicki B4 Poor
Very 
low

30 Steel Beam Good

Grunwal-
dzki

B5 Very good
Very 

heavy
112.5 Steel Suspension Poor

Milenijny B6 Very good
Very 

heavy
68 + 153 + 68

Reinforced
concrete

+ steel cables
Cable-stayed Good

Note: *by Duchaczek and Skorupka (2013).

Figure 4. Location of the studied bridges in the Wroclaw city
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Based on its unique characteristics, the Grunwaldzki bridge (code: 
B5) was considered the essential bridge in agreement with prioritisation 
conducted by researchers. Figure 5 shows the results of calculating 
α(e) for the four bridges in this example. Considering the location of the 
bridge in the Wroclaw city network and calculating α(e), the Bolesława 
Krzywoustego bridge (code: B2) was identified as the most critical bridge 
in this example.

In the third example, six studied bridges that were studied in the 
Duchaczek and Skorupka (2013) research work were compared to each 
other (Figure 6). Based on prioritisation conducted by the researchers, 
the Milenijny bridge (code B6) was the most critical network bridge 
based on its unique characteristics.

Results of calculating α(e) for the bridges in this example show that 
bridge (B6), which was previously selected as the essential bridge based 
on its unique characteristics, was again selected as the most critical 
network bridge. These results show the importance of this bridge based 
on both individual and network characteristics. Figure 7 shows the 
results of calculating α(e) for the six bridges in this example.

c) object-level importance

a) betweenness centrality

d) combined object and network-level 
importance

b) reduced independent paths

Figure 5. The results of criteria used for prioritisation of four bridges 
of Wroclaw city
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To calculate α(e) in the examples studied in this paper, the relative 
importance of indices was considered based on the judgment of owners, 
as stated in  Table 4. Different owners often have different opinions 
about the relative importance of these indices. Different opinions of 
network owners change the bridges prioritisation. In this paper, to 
investigate the effect of changing opinions of owners on changing the 
bridges prioritisation, λi was considered an uncertain variable, and 
Monte Carlo simulations were performed in 1000 replications for the 
third example. In each replicate, the relative importance of the indices λi 
was randomly generated using the uniform distribution function. Figure 
8 shows the results of calculating α(e) for different bridges for random 
values of λi.

Figure 7. The results of criteria used to identify critical bridge among six 
bridges of Wroclaw city

c) object-level importance

a) betweenness centrality

d) combined object and network-level 
importance

Figure 6. Location of the bridges of Wroclaw city in the simulated network
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a) B1

c) B3

e) B5

b) B2

d) B4

Figure 8. Results of α(e) for 1000 random values of λi
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Moreover, the results of Monte Carlo analysis for the third example 
showed that bridge B2 in 60 per cent of repetitions and bridge B6 in 
40 per cent of repetitions were selected as the most important bridges. 
Other network bridges were not selected as superior in any of the 
repetitions with different random weights of these indices. This shows 
that bridges B2 and B6 had always been necessary regardless of different 
opinions of network owners on the relative importance of the indicators. 
Figure 9 shows the superiority of bridges B2 and B6 over other bridges.

6. Conclusions

In this paper, the effect of considering bridge location and network 
topology in which a bridge is located was investigated on changing the 
bridges prioritisation. To do so, α(e) was presented for measuring bridge 
importance by considering both the unique characteristics of a bridge 
and network characteristics.

Three numerical examples have been presented to understand how 
this index works. In these examples, the results of determining the 
importance of bridges in the unique-characteristics-only state were 
compared to those gained using the presented index α(e). The studied 
examples showed that topological characteristics and bridge location 
alter its importance and unique characteristics.

The unique characteristics of a bridge, such as its structure type, 
geometric dimensions, cost and time required for reconstruction, its 
symbolic value, are independent of the bridge location. Therefore, if 
bridges with similar unique characteristics are located in different 
network locations, they are equally important in these criteria.

It should be pointed out that, as opposed to other unique 
characteristics independent of the bridge location, the bridge traffic 

Figure 9. The superiority of bridges B2 and B6 in all replications of Monte 
Carlo simulations
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varies based on its location. Although traffic is a proper criterion for 
identifying critical bridges, it is insufficient to reflect the network-level 
importance of the bridges. The results showed that some bridges with 
less traffic in normal conditions might be necessary for emergency 
response. For example, in the second example, it was seen that bridge B5, 
which had more traffic than bridge B2 was more critical than this bridge 
under its unique criteria.

However, considering the location of the bridge B2 in the network 
showed that if this bridge is removed from the network, 488 independent 
routes be lost. However, the removal of the bridge B5 affects only forty 
independent routes in the network.

If only criteria related to the unique characteristics of bridges are 
used to prioritise them, bridges with high network-level and low object-
level importance are considered without priority.

Furthermore, in this paper, betweenness centrality indices and 
a reduced number of independent paths were used to consider the 
network consequences of bridge failure. Other topological indicators can 
analyse the effect of branch removal from the network in future studies. 
This paper compares the bridges prioritisation based on topological 
indicators and criteria used by other researchers. In future studies, an 
integrated multi-criteria model can be developed by combining unique 
and network criteria of bridges. In addition, the present study has been 
only focused on the index of bridge importance and different methods to 
calculate it. Future research can examine other relevant parameters in 
assessing bridges risk and against man-made hazards.
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